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RULE 21.7.4 

This rule attempts to disallow any third party from auditing or testing the integrity of the election 
management systems and vote counts. Competent and certified auditors and security certification 
companies should be allowed to have full access to ballots and EMS to conduct a forensic audit of 
any election. The chain of custody procedure should be modified to allow competent companies 
to complete a forensic audit. 

Free, fair, and transparent elections will allow for a forensic audit of a race or races when necessary 
to preserve confidence in our democratic republic. Sometimes RLA are not sufficient when 
systematic fraud is suspected. Implementing this rule will offer validation that our elections may 
not be free and fair. There are several companies in the United States qualified to provide a safe 
and secure forensic audit without compromising the integrity of the machines. Part of the audit 
process would be to recertify the machines after the audit is complete. 

Forensic audits should have access to the software images and source code in the machines to test 
verify the integrity and security of these systems. Offering this type of access provides a non-
destructive way for a third party to conduct full security and penetration testing. 

This and the next rule should be deleted at this time. 

RULE 21.10 

Rule 21.10.1 should include all source code as well as the individual images deployed on the 
machines. Each time new software of any type is provided to be installed on machines that software 
should be escrowed as well.  

Modification to this rule allows third party security, testing, and certification companies to test 
software and review source code without actually impacting production machines. 

CONCLUSION  

The rules should be modified to conform to today’s military standards for computer and network 
security. Relying on outdated standards does not guarantee the integrity of our elections. The 
Secretary of State’s office should use recognized industry professionals and laboratories to test and 
certify our election management systems. The state does not have the expertise to make sure our 
systems are secure; therefore, it should rely on industry security experts to verify the integrity of 
the EMS, network it is connected, and the process surrounding the deployment and use of that 
system.  

Our chain-of-custody procedures can be modified to allow competent third-party professional 
companies to conduct a forensic audit when necessary. Non-destructive testing and auditing of the 
software can be completed with escrowed software source code and images. Individual hardware 
can be inspected without destruction as well. If seals and cases are opened, the procedure can be 
modified to make that secure itself without destroying the machines. After the audit is complete, 
the machines will be wiped clean and recertified. 

My recommendation is to delete the proposed changes to rules 21.4, 21.7.4, and 21.7.5 at this 
time. Modify rule 21.10.1 to include source code and any released software. 
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AUTHORITY  

I am a degreed electrical engineer with a Master of Science from Carnegie Mellon University (home 
of the Software Engineering Institute). I have over 30 years’ experience developing and selling 
telecommunications systems to telecommunication service providers around the world. In my last 
role at CapGemini Engineering, I was part of our security practice that developed products for 
carriers to use with our services to provide end-to-end security testing of every element in a 
carriers’ network. Part of that practice provides security and penetration audits of networks to find 
vulnerabilities. The few recommendations I have made are based on that experience. 

I welcome the opportunity to work with the Secretary of State’s staff on ways to improve the 
security of our elections with the Election Management Systems. No matter how well-intentioned 
EMS vendors may be, they are not ultimately responsible for the integrity and security of our 
elections and sometimes their goals may not align with one person, one vote. I have read most of 
the statute on our elections and I have been learning more about our Election Management systems 
and how they are deployed in different counties. I have worked as a poll watcher and precinct 
captain in two Boulder County presidential elections under different County Clerks. In the 2020 
election, I was a candidate for House District 11. We can definitely improve our processes to give 
voters more confidence that their votes actually count. 

Sincerely, 

 
Mark Milliman 

 




